**Тема Симметричные криптосистемы**

**Цель:** Изучить симметричные блочные криптоалгоритмы

**Вопросы практического занятия:**

*Основные понятия и термины современной криптографии. Классификация современных криптосистем. Классическая сеть Фейстеля. Потоковые шифры. Блочные шифры. Методы криптоанализа. Способы реализации стеганографических системе их достоинства и недостатки.*

**Задания практического занятия:**

1 Подготовьте конспект по вопросам практического занятия

2 Ответьте на контрольные вопросы.

**Контрольные вопросы:**

1 Как называется раздел науки, объединяющий криптографию и криптоанализ?

Раздел науки, объединяющий криптографию и криптоанализ, принято называть **криптологией**.

2 Какие задачи решает криптография?

*Криптография* в переводе с греческого означает "тайнопись". В настоящее время *криптография* занимается поиском и исследованием математических методов преобразования информации. Параллельно развивается и совершенствуется *криптоанализ* – наука о преодолении криптографической защиты информации.

*Криптография* решает следующие задачи: *шифрование данных* с целью защиты от несанкционированного доступа; проверка подлинности сообщений; проверка целостности передаваемых данных; обеспечение невозможности отказа.

3 Что представляет собой криптографический алгоритм?

Набор правил, который используется для шифрования информации, чтобы ее могли прочитать только авторизованные стороны. Алгоритм позволяет генерировать зашифрованный текст, который невозможно прочитать без расшифровки.

4 Какие требования предъявляются для современных криптографических систем защиты?

Для современных криптографических систем защиты информации сформулированы следующие требования:

* зашифрованное сообщение должно поддаваться чтению только при наличии ключа;
* знание алгоритма шифрования не должно влиять на надежность защиты;
* любой ключ из множества возможных должен обеспечивать надежную защиту информации;

алгоритм шифрования должен допускать как программную, так и аппаратную реализацию.

5 В чем суть криптографического метода замены и перестановки?

Суть этого метода заключается в том, что символы текста переставляются по определенным правилам, при этом используются только символы исходного (незашифрованного) текста. Перестановки в классической криптографии обычно получаются в результате записи исходного текста и чтения шифрованного текста по разным путям геометрической фигуры. Методы шифрования заменой (подстановкой) основаны на том, что символы исходного текста, обычно разделенные на блоки и записанные в одном алфавите, заменяются одним или несколькими символами другого алфавита в соответствии с принятым правилом преобразования.

6 Объясните метод шифрования одноконтурной обыкновенной подстановки?

При **полиалфавитной одноконтурной обыкновенной подстановке** для замены символов исходного текста используются несколько алфавитов, причем смена алфавитов осуществляется последовательно и циклически, т.е. первый символ заменяется соответствующим символом первого алфавита, второй – символом второго алфавита и т. д. до тех пор, пока не будут использованы все выбранные алфавиты. После этого использование алфавитов повторяется. Под каждой буквой шифруемого теста записываются буквы ключа. Ключ при этом повторяется необходимое число раз;

Каждая буква шифруемого текста заменяется по подматрице буквами, находящимися на пересечении линий, соединяющих буквы шифруемого текста в первой строке подматрицы и находящихся под ними букв ключа;

Полученный текст может разбиваться на группы по несколько знаков.

7 Объясните метод шифрования простой перестановки?

Простая [перестановка](http://fkn.ktu10.com/?q=node/7696) **без ключа** *(с ключом [рассматривается здесь](http://fkn.ktu10.com/?q=node/4399))*— один из самых простых методов шифрования.

Делают так:

1. **Сообщение записывается в таблицу по столбцам.**
2. После того, как открытый текст записан колонками, для образования шифровки он считывается по строкам. Для использования этого шифра отправителю и получателю **нужно договориться об общем ключе в виде размера таблицы**.

например, **зашифруем фразу "ВРАГ БУДЕТ РАЗБИТ",**  
разместим текст в "таблице" - по три столбца (и не будем вообще использовать пробелы)-  
запишем текст столбцами:

[?](http://fkn.ktu10.com/?q=node/4395)

|  |  |
| --- | --- |
| 1  2  3  4  5 | В   Г   Д   Р   Б    Р   Б   Е   А   И    А   У   Т   З   Т |

при считывании по строкам получим шифровку (разделяю на группы по 4-ре только для визуального удобства - можно вообще не разделять):

[?](http://fkn.ktu10.com/?q=node/4395)

|  |  |
| --- | --- |
| 1 | ВГДР БРБЕ АИАУ ТЗТ |

То есть мы получаем [перестановку](http://fkn.ktu10.com/?q=node/7696) (как результат действия [подстановки](http://fkn.ktu10.com/?q=node/6508)) исходного множества букв (потому так и называется) таким образом:

[?](http://fkn.ktu10.com/?q=node/4395)

|  |  |
| --- | --- |
| 1  2 | ВРАГ  БУДЕ  ТРАЗ  БИТ  ВГДР  БРБЕ  АИАУ  ТЗТ |

Фактически - чтобы сразу расшифровать такую строку:

[?](http://fkn.ktu10.com/?q=node/4395)

|  |  |
| --- | --- |
| 1 | ВРАГ  БУДЕ  ТРАЗ  БИТ |

достаточно знать **число столбцов в исходной таблице**,то есть **число столбцов и будет являться *ключом*** данной криптосистемы.

8 Объясните шифрование методом гаммирования?

**Под***гаммированием***понимают процесс наложения по определенному закону гаммы шифра на открытые данные.***Гамма шифра -***это псевдослучайная последовательность, выработанная по заданному алгоритму для зашифрования открытых данных и расшифрования зашифрованных данных.**

**Процесс зашифрования заключается в генерации гаммы шифра и наложении полученной гаммы на исходный открытый текст обратимым образом, например с использованием операции сложения по модулю***2.*

**Следует отметить, что перед зашифрованием открытые данные разбивают на блоки 7^ одинаковой длины, обычно по***64***бита. Гамма шифра вырабатывается в виде последовательности блоков***vj)***аналогичной длины.**

**Уравнение зашифрования можно записать в виде**
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**где***Т$ - i-й***блок шифртекста; -***i-й***блок гаммы шифра;***-*

*i-й***блок открытого текста;***М-***количество блоков открытого текста.**

**Процесс расшифрования сводится к повторной генерации гаммы шифра и наложению этой гаммы на зашифрованные данные. Уравнение расшифрования имеет вид**

![](data:image/png;base64,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)

**Получаемый этим методом шифртекст достаточно труден для раскрытия, поскольку теперь ключ является переменным. По сути дела гамма шифра должна изменяться случайным образом для каждого шифруемого блока. Если период гаммы превышает длину всего шифруемого текста и злоумышленнику неизвестна никакая часть исходного текста, то такой шифр можно раскрыть только прямым перебором всех вариантов ключа. В этом случае криптостойкость шифра определяется длиной ключа.**

9 Какова стойкость комбинированные методы шифрования?

Достаточно эффективным средством повышения стойкости шифрования является комбинированное использование нескольких [различных способов](https://win-keys.ru/windows-8/kak-zarabotat-dengi-rebenku-8-let-devochke-kak-shkolniku-bystro-i-legko.html) шифрования, т.е. последовательное шифрование исходного текста с помощью двух или более методов.

Как показали исследования, стойкость комбинированного шифрования не ниже произведения стойкостей используемых способов.

10 Что является важнейшим показателем надежности криптографического закрытия?

Важнейшим показателем надежности криптографического закрытия информации является его *криптостойкость*— тот минимальный объем зашифрованного текста, который можно вскрыть статистическим анализом. Таким образом, стойкость шифра определяет допустимый объем информации, зашифровываемый при использовании одного ключа.

11 Как определяется трудоемкость метода шифрования?

*Трудоемкость метода шифрования* определяется числом элементарных операций, необходимых для шифрования одного символа исходного текста.

12 Что такое маршрутная перестановка?

Широкое распространение получили шифры перестановки, использующие некоторую геометрическую фигуру. Преобразования из этого шифра состоят в том, что в фигуру исходный текст вписывается по ходу одного «маршрута», а затем по ходу другого выписывается с нее. Такой шифр называют **маршрутной перестановкой**.

Например, можно вписывать исходное сообщение в прямоугольную таблицу, выбрав такой маршрут: по горизонтали, начиная с левого верхнего угла поочередно слева направо и справа налево. Выписывать же сообщение будем по другому маршруту: по вертикали, начиная с верхнего правого угла и двигаясь поочередно сверху вниз и снизу вверх.

13 Что называется «поворотной решеткой»?

Ключом шифра, называемого "поворотная решетка", является трафарет, изготовленный из квадратного листа клетчатой бумаги размера n×n (n - четно). Некоторые из клеток вырезаются. Одна из сторон трафарета помечена. При наложении этого трафарета на чистый лист бумаги четырьмя возможными способами (помеченной стороной вверх, вправо, вниз, влево) его вырезы полностью покрывают всю площадь квадрата, причем каждая клетка оказывается под вырезом ровно один раз. Буквы сообщения, имеющего длину n2, последовательно вписываются в вырезы трафарета, сначала наложенного на чистый лист бумаги помеченной стороной вверх. После заполнения всех вырезов трафарета буквами сообщения трафарет располагается в следующем положении и т. д. После снятия трафарета на листе бумаги оказывается зашифрованное сообщение.

14 Оцените количество ключей шифра вертикальной перестановки. Во сколько раз это

15 В чем отличие шифров простой и сложной замены?

В шифрах простой замены (одноалфавитной подстановки) каждый символ исходного текста заменяется символами того же алфавита одинаково на всем протяжении текста. Шифры сложной замены называют многоалфавитными, так как для шифрования каждого символа исходного сообщения применяют свой шифр простой замены.

16 Какие шифры сложной замены вам известны?

Система шифрования Альберти, Шифр Тритемия , Шифр Гронсфельда, Система шифрования Вижинера, Шифр «двойной квадрат» Уитстона, Шифрование методом Вернама